Материалы к семинару по профилактике суицидов

**ПРОФИЛАКТИКА**

**ДЕТСКИХ И ПОДРОСТКОВЫХ СУИЦИДОВ**

**Андриенко И.В.**

План

1. Суицид и суицидальное поведение..
2. Типология суицидов.
3. Общая и подростковая классификация причин суицидов.
4. Профилактика детских и подростковых суицидов.
5. Памятка для педагогов и классных руководителей «Как не допустить суицид у подростка?».
6. Памятка для родителей.
7. Рекомендации для родителей по безопасности использования сети Интернет детьми.

**1. СУИЦИД И СУИЦИДАЛЬНОЕ ПОВЕДЕНИЕ**

Суицид – умышленное самоповреждение со смертельным исходом,

(лишение себя жизни).

Психологический смысл суицида чаще всего заключается в

отреагировании аффекта, снятии эмоционального напряжения, ухода от той

ситуации, в которой оказывается человек. Люди, совершающие суицид,

обычно страдают от сильной душевной боли и находятся в состоянии

стресса, а также чувствуют невозможность справиться со своими

проблемами.

Суицидальное поведение – это проявление суицидальной активности,

выражающейся в мыслях, намерениях, высказываниях, угрозах, попытках,

покушениях.

Суицидальное поведение встречается как в норме (без психопатологии), так и при психопатиях и при акцентуациях характера – в последнем случае оно является одной из форм девиантного поведения

**2.ТИПОЛОГИЯ СУИЦИДОВ**

**И ТИПЫ СУИЦИДАЛЬНОГО ПОВЕДЕНИЯ**

1. Истинный суицид направляется желанием умереть, не бывает

спонтанным. Сопровождается переживаниями и размышлениями о смысле

жизни, которым предшествуют угнетенное настроение или депрессивное

состояние.

2. Демонстративный суицид не связан с желанием умереть, а является

способом обратить внимание на свои проблемы, призывом о помощи или

попыткой своеобразного шантажа.

3*.* Скрытый суицид (косвенное самоубийство) ориентировано на риск, на

игру со смертью (экстремальные виды спорта, самоизоляция, употребление

сильных наркотиков и т.д.).

**3.ОБЩАЯ И ПОДРОСТКОВАЯ КЛАССИФИКАЦИЯ**

**ПРИЧИН СУИЦИДА**

Сообщения о желании умереть появляются без всякой внешней

провокации, обычно носят характер угрозы близким. В этих случаях попытки

самоубийства предпринимаются в отсутствии взрослых, втайне от них и в

дошкольном, и в младшем школьном возрасте носят в основном по-детски

наивный характер. Дети пытаются голодать, подолгу сидят в ванне с

холодной водой, дышат через форточку морозным воздухом, едят снег или

мороженое, чтобы простудиться и умереть.

Существует несколько классификаций причин суицидов. По одной из них основными причинами самоубийства являются:

1) изоляция (чувство, что тебя никто не понимает, тобой никто не

интересуется); беспомощность (ощущение, что ты не можешь

контролировать жизнь, все зависит не от тебя);

2) безнадежность (когда будущее не предвещает ничего хорошего);

3) чувство собственной незначимости (уязвленное чувство собственного

достоинства);

4) низкая самооценка, переживание некомпетентности, стыд за себя.

**В детском и подростковом возрасте** причины суицидов следующие:

1) *несформированное понимание смерти*.

В понимании ребенка смерть не означает бесповоротное прекращение

жизни. Ребёнок думает, что всё можно будет вернуть назад. У подростков

понимание и осознание страха смерти формируется не раньше 18 лет;

2) *отсутствие идеологии в обществе*.

Подросток в обществе "без родины и флага" чаще испытывает ощущения

ненужности, депрессии;

3) *ранняя половая жизнь*, приводящая к ранним разочарованиям.

При этом возникает ситуация, по мнению подростка, не совместимая с

представлением "как жить дальше" (потеря любимого, наступление

нежеланной беременности и т.д.), т.е. происходит утрата цели.

Суицидальное поведение у подростков часто объясняется тем, что

молодые люди, не имея жизненного опыта, не могут правильно определить

цель своей жизни и наметить пути ее достижения;

4) *дисгармония в семье*;

5) *саморазрушающее поведение* (алкоголизм, наркомания,

криминализация общества);

6) в подавляющем большинстве случаев суицидальное поведение в

возрасте до 15 лет связано с *реакцией протеста*, особенно частым

источником последних являются нарушенные внутрисемейные,

внутришкольные или внутригрупповые взаимоотношения;

7) *депрессия* также является одной из причин, приводящих подростка

к суицидальному поведению.

**4. ПРОФИЛАКТИКА**

**ДЕТСКИХ И ПОДРОСТКОВЫХ СУИЦИДОВ**

Уровень самоубийств среди российских подростков является одним из

самых высоких в мире.

Суицидальное поведение (желание расстаться с жизнью) возникает, когда душевная или физическая боль становится невыносимой, когда пустота, мрак и ужас наполняют психическую сущность человека. Дети до 11 лет реальных попыток уйти из жизни почти не делают. Однако это совсем не означает, что их не посещают трагические фантазии в минуты глубочайшего отчаяния.

Печальная статистика случаев появляется, когда дети достигают возраста от 11 до 18 лет. Пик суицидной активности (насильственного прекращения жизни) приходится на старший подростковый возраст (14–16 лет). Многие специалисты даже считают, что суициды – это типичная реакция подростков на кризисные ситуации в их жизни.

В основном решение покончить с собой принимаются подростками в

результате:

* напряженных отношений с родителями;
* конфликтов со сверстниками;
* неразделенной любви;
* употребления наркотиков и алкоголя;
* психических расстройств.
* Психолог Л.В. Ким выделила еще одну причину детских самоубийств

– прессинг успеха. Родители настраивают ребенка на обязательный успех: поступление в вуз, получение престижной работы и т.д. Подобный груз непосильным бременем ложится на плечи детей. Страх не оправдать чаяний дорогих людей, гонка за успехом, да и собственные высокие притязания создают высокое напряжение, страх, гнетущую тревогу.

Изучение проблемы суицида среди молодежи показывает, что в целом ряде случаев подростки решались на самоубийство в целях обратить внимание родителей, педагогов на свои проблемы и протестовали таким страшным образом против бездушия, безразличия, цинизма и жестокости взрослых.

Решаются на такой шаг, как правило, замкнутые, ранимые по характеру

подростки от ощущения одиночества, собственной ненужности, стрессов и

утраты смысла жизни.

Своевременная психологическая поддержка, доброе участие, оказанное

подросткам в трудной жизненной ситуации, помогли бы избежать трагедии.

***Как научить детей отличать правду ото лжи в интернет-пространстве*?**

• Начните, когда ваш ребенок еще достаточно мал. Ведь сегодня даже дошкольники уже успешно используют сеть Интернет, а значит нужно, как можно раньше научить их отделять правду ото лжи. Никто не будет контролировать, насколько правдива размещенная там информация. Научите ребенка проверять все то, что он видит в Интернете.

*Как это объяснить?*

• Не забывайте спрашивать ребенка об увиденном в Интернете. Например, начните с расспросов, для чего служит тот или иной сайт.

• Убедитесь, что ваш ребенок может самостоятельно проверить прочитанную в Интернете информацию по другим источникам (по другим сайтам, газетам или журналам). Приучите вашего ребенка советоваться с вами. Не отмахивайтесь от их детских проблем.

• Поощряйте ваших детей использовать различные источники, такие как библиотеки или подарите им энциклопедию на диске, например, "Энциклопедию Кирилла и Мефодия" или Microsoft Encarta. Это поможет научить вашего ребенка использовать сторонние источники информации.

• Научите ребенка пользоваться поиском в Интернете. Покажите, как использовать различные поисковые машины для осуществления поиска.

• Объясните вашим детям, что такое расизм, фашизм, межнациональная и религиозная вражда.

Несмотря на то, что некоторые подобные материалы можно заблокировать с помощью специальных программных фильтров, не стоит надеяться на то, что вам удастся отфильтровать все подобные

сайты.

***Семейное соглашение о работе в Интернете.***

Если ваши дети хотят посещать Интернет, вам следует выработать вместе с ними соглашение по использованию Интернета. Учтите, что в нем вы должны однозначно описать права и обязанности

каждого члена вашей семьи. Не забудьте четко сформулировать ответы на следующие вопросы:

• Какие сайты могут посещать ваши дети и что они могут там делать?

• Сколько времени дети могут проводить в Интернете?

• Что делать, если ваших детей что-то беспокоит при посещении Интернета?

• Как защитить личные данные?

• Как следить за безопасностью?

• Как вести себя вежливо?

• Как пользоваться чатами, группами новостей и службами мгновенных сообщений?

Не забудьте, что формально составленное соглашение не будет выполняться! Регулярно, по мере необходимости, вносите изменения в данное соглашение. Не забывайте, что вы должны проверять выполнение соглашения вашими детьми.

*Научите вашего ребенка использовать службу мгновенных сообщений*.

При использовании службы мгновенных сообщений напомните вашему ребенку некоторые несложные правила безопасности:

• никогда не заполняйте графы, относящиеся к личным данным, ведь просмотреть их может каждый;

• никогда не общайтесь в Интернете с незнакомыми людьми;

• регулярно проверяйте список контактов своих детей, чтобы убедиться, что они знают всех, с кем

они общаются;

• внимательно проверяйте запросы на включение в список новых друзей. Помните, что в Интернете человек может оказаться не тем, за кого он себя выдает;

• не следует использовать систему мгновенных сообщений для распространения слухов или сплетен.

Родителям не стоит надеяться на тайную слежку за службами мгновенных сообщений, которыми пользуются дети. Гораздо проще использовать доброжелательные отношения с вашими детьми.

***Может ли ваш ребенок стать интернет-зависимым?***

Не забывайте, что Интернет это замечательное средство общения, особенно для стеснительных, испытывающих сложности в общении детей. Ведь ни возраст, ни внешность, ни физические данные здесь не имеют ни малейшего значения. Однако этот путь ведет к формированию интернет-

зависимости. Осознать данную проблему весьма сложно до тех пор, пока она не становится очень серьезной. Да и, кроме того, факт наличия такой болезни как интернет-зависимость не всегда признается. Что же делать?

***Советы по безопасности для детей разного возраста.***

***Что могут делать дети в возрасте 7–8 лет?***

Как считают психологи, для детей этого возраста абсолютно естественно желание выяснить, что они могут себе позволить делать без разрешения родителей. В результате, находясь в Интернете

ребенок будет пытаться посетить те или иные сайты, а возможно и чаты, разрешение на посещение которых он не получил бы от родителей.

Поэтому в данном возрасте особенно полезны будут те отчеты, которые вам предоставит

Родительский контроль или то, что вы сможете увидеть во временных файлах интернет-папки: \Users\User\AppData\Local\Microsoft\Windows\Temporary Internet Files (в операционной системе Windows Vista).

В результате, у вашего ребенка не будет ощущения, что вы глядите ему через плечо на экран, однако, вы будете по-прежнему знать, какие сайты посещает ваш ребенок.

Стоит понимать, что дети в данном возрасте обладают сильным чувством семьи, они доверчивы и не сомневаются в авторитетах. Дети этого возраста любят играть в сетевые игры и путешествовать по Интернету. Вполне возможно, что они используют электронную почту и могут заходить на сайты и чаты, не рекомендованные родителями.

По поводу использования электронной почты хотелось бы заметить, что в данном возрасте рекомендуется не разрешать иметь свой собственный электронный почтовый ящик, а пользоваться семейным, чтобы родители могли контролировать переписку. Помочь вам запретить ребенку

использовать внешние бесплатные ящики сможет такое программное обеспечение, как Kaspersky Internet Security версии 7.0 со встроенным родительским контролем.

*Что можно посоветовать в плане безопасности в таком возрасте?*

• Создайте список домашних правил посещения Интернета при участии детей и требуйте его

выполнения.

• Требуйте от вашего ребенка соблюдения временных норм нахождения за компьютером.

• Покажите ребенку, что вы наблюдаете за ним не потому что вам это хочется, а потому что вы

беспокоитесь о его безопасности и всегда готовы ему помочь.

• Приучите детей, что они должны посещать только те сайты, которые вы разрешили, т.е. создайте

им так называемый "белый" список Интернета с помощью средств Родительского контроля. Как это сделать, мы поговорим позднее.

• Компьютер с подключением к Интернету должен находиться в общей комнате под присмотром родителей.

• Используйте специальные детские поисковые машины, типа MSN Kids Search (*http://search.msn.com/kids/default.aspx?FORM=YCHM* ).

• Используйте средства блокирования нежелательного контента как дополнение к стандартному Родительскому контролю.

• Создайте семейный электронный ящик, чтобы не позволять детям иметь собственные адреса.

• Блокируйте доступ к сайтам с бесплатными почтовыми ящиками с помощью соответствующего ПО.

• Приучите детей советоваться с вами перед опубликованием какой-либо информации средствами электронной почты, чатов, регистрационных форм и профилей.

• Приучите детей не загружать файлы, программы или музыку без вашего согласия.

• Используйте фильтры электронной почты для блокирования сообщений от конкретных людей или содержащих определенные слова или фразы. Подробнее о таких фильтрах *http://www.microsoft.com/rus/athome/security/email/fightspam.mspx*.

• Не разрешайте детям использовать службы мгновенного обмена сообщениями.

• В "белый" список сайтов, разрешенных для посещения, вносите только сайты с хорошей репутацией.

• Не забывайте беседовать с детьми об их друзьях в Интернете, как если бы речь шла о друзьях в реальной жизни.

• Не делайте "табу" из вопросов половой жизни, так как в Интернете дети могут легко наткнуться на порнографию или сайты "для взрослых".

• Приучите вашего ребенка сообщать вам о любых угрозах или тревогах, связанных с Интернетом.

Оставайтесь спокойными и напомните детям, что они в безопасности, если сами рассказали вам о своих угрозах или тревогах. Похвалите их и посоветуйте подойти еще раз в подобных случаях.

***Возраст от 9–12 лет.***

В данном возрасте дети, как правило, уже наслышаны о том, какая информация существует в Интернет. Совершенно нормально, что они хотят это увидеть, прочесть, услышать. При этом нужно помнить, что доступ к нежелательным материалам можно легко заблокировать при помощи средств

Родительского контроля.

***Советы по безопасности в этом возрасте.***

• Создайте список домашних правил посещения Интернета при участии детей и требуйте его выполнения.

• Требуйте от вашего ребенка соблюдения временных норм нахождения за компьютером.

• Покажите ребенку, что вы наблюдаете за ним не потому, что вам это хочется, а потому что вы

беспокоитесь о его безопасности и всегда готовы ему помочь.

• Компьютер с подключением к Интернету должен находиться в общей комнате под присмотром родителей.

• Используйте средства блокирования нежелательного контента как дополнение к стандартному Родительскому контролю.

• Не забывайте беседовать с детьми об их друзьях в Интернете.

• Настаивайте, чтобы дети никогда не соглашались на личные встречи с друзьями по Интернету.

• Позволяйте детям заходить только на сайты из "белого" списка, который создайте вместе с ними.

• Приучите детей никогда не выдавать личную информацию средствами электронной почты, чатов, систем мгновенного обмена сообщениями, регистрационных форм, личных профилей и при регистрации на конкурсы в Интернете.

• Приучите детей не загружать программы без вашего разрешения. Объясните им, что они могут случайно загрузить вирусы или другое нежелательное программное обеспечение.

• Создайте вашему ребенку ограниченную учетную запись для работы на компьютере.

• Приучите вашего ребенка сообщать вам о любых угрозах или тревогах, связанных с Интернетом.

Оставайтесь спокойными и напомните детям, что они в безопасности, если сами рассказали вам о своих угрозах или тревогах. Похвалите их и посоветуйте подойти еще раз в подобных случаях.

• Расскажите детям о порнографии в Интернете.

• Настаивайте на том, чтобы дети предоставляли вам доступ к своей электронной почте, чтобы вы убедились, что они не общаются с незнакомцами.

• Объясните детям, что нельзя использовать сеть для хулиганства, распространения сплетен или

угроз.

***13–17 лет.***

В данном возрасте родителям часто уже весьма сложно контролировать своих детей, так как об Интернете они уже знают значительно больше своих родителей. Тем не менее, особенно важно строго соблюдать правила интернет-безопасности – соглашение между родителями и детьми. Кроме того, необходимо как можно чаще просматривать отчеты о деятельности детей в Интернете. Следует обратить внимание на необходимость содержания родительских паролей (паролей администраторов)

в строгом секрете и обратить внимание на строгость этих паролей.

В 13–17 лет подростки активно используют поисковые машины, пользуются электронной почтой, службами мгновенного обмена сообщениями, скачивают музыку и фильмы. Мальчикам больше по нраву сметать все ограничения, они жаждут грубого юмора, азартных игр, картинок "для взрослых".

Девочки предпочитают общаться в чатах, при этом они гораздо боле чувствительны к сексуальным домогательствам в Интернете.

***Советы по безопасности в этом возрасте****.*

• Создайте список домашних правил посещения Интернета при участии подростков и требуйте безусловного его выполнения. Укажите список запрещенных сайтов ("черный список"), часы работы в Интернете, руководство по общению в Интернете (в том числе в чатах).

• Компьютер с подключением к Интернету должен находиться в общей комнате; часы работы в Интернете могут быть легко настроены при помощи средств Родительского контроля.

• Не забывайте беседовать с детьми об их друзьях в Интернете, о том, чем они заняты таким образом, будто речь идет о друзьях в реальной жизни. Спрашивайте о людях, с которыми дети общаются посредством служб мгновенного обмена сообщениями, чтобы убедиться, что эти люди им

знакомы.

• Используйте средства блокирования нежелательного контента как дополнение к стандартному Родительскому контролю.

• Необходимо знать, какими чатами пользуются ваши дети. Поощряйте использование модерируемых чатов и настаивайте, чтобы дети не общались в приватном режиме.

• Настаивайте на том, чтобы дети никогда не встречались лично с друзьями из Интернета.

• Приучите детей никогда не выдавать личную информацию средствами электронной почты,

чатов, систем мгновенного обмена сообщениями, регистрационных форм, личных профилей и при

регистрации на конкурсы в Интернете.

• Приучите детей не загружать программы без вашего разрешения. Объясните им, что они могут случайно загрузить вирусы или другое нежелательное программное обеспечение.

• Приучите вашего ребенка сообщать вам о любых угрозах или тревогах, связанных с Интернетом.

Оставайтесь спокойными и напомните детям, что они в безопасности, если сами рассказали вам, если сами рассказали вам о своих угрозах или тревогах. Похвалите их и посоветуйте подойти еще раз в подобных случаях.

• Расскажите детям о порнографии в Интернете.

• Помогите им защититься от спама. Научите подростков не выдавать в Интернет своего электронного адреса, не отвечать на нежелательные письма и использовать специальные почтовые фильтры.

• Приучите себя знакомиться с сайтами, которые посещают подростки.

• Объясните детям, что ни в коем случае нельзя использовать сеть для хулиганства,

распространения сплетен или угроз другим людям.

• Обсудите с подростками проблемы сетевых азартных игр и их возможный риск. Напомните, что дети

не могут играть в эти игры согласно закону.

***Как проводить Родительский контроль над поведением детей в Интернете?***

Обеспечивать родительский контроль в Интернете можно с помощью различного программного обеспечения, например, Родительский контроль в Windows Vista, средства Родительского контроля, встроенные в Kaspersky Internet Security.